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1045.17 Classification levels. 
1045.18 Newly generated information in a 

previously declassified subject area. 
1045.19 Accountability for classification and 

declassification determinations. 
1045.20 Ongoing call for declassification pro-

posals. 
1045.21 Privately generated restricted data. 
1045.22 No comment policy. 

Subpart C—Generation and Review of 
Documents Containing Restricted Data 
and Formerly Restricted Data 

1045.30 Purpose and scope. 
1045.31 Applicability. 
1045.32 Authorities. 
1045.33 Appointment of restricted data man-

agement official. 
1045.34 Designation of restricted data classi-

fiers. 
1045.35 Training requirements. 
1045.36 Reviews of agencies with access to 

restricted data and formerly restricted 
data. 

1045.37 Classification guides. 
1045.38 Automatic declassification prohibi-

tion. 
1045.39 Challenging classification and de-

classification determinations. 
1045.40 Marking requirements. 
1045.41 Use of classified addendums. 
1045.42 Mandatory and Freedom of Informa-

tion Act reviews for declassification of 
restricted data and formerly restricted 
data documents. 

1045.43 Systematic review for declassifica-
tion. 

1045.44 Classification review prior to public 
release. 

1045.45 Review of unmarked documents with 
potential restricted data or formerly re-
stricted data. 

1045.46 Classification by association or com-
pilation. 

Subpart D—Executive Order 12958: ‘‘Clas-
sified National Security Information’’ 
Requirements Affecting the Public 

1045.50 Purpose and scope. 
1045.51 Applicability. 
1045.52 Mandatory declassification review 

requests. 
1045.53 Appeal of denial of mandatory de-

classification review requests. 

AUTHORITY: 42 U.S.C. 2011; E.O. 12958, 60 FR 
19825, 3 CFR, 1995 Comp., p. 333; E.O. 13292, 68 
FR 15315, 3 CFR 2004 Comp., p. 196. 

SOURCE: 62 FR 68509, Dec. 31, 1997, unless 
otherwise noted. 

Subpart A—Program Manage-
ment of the Restricted Data 
and Formerly Restricted Data 
Classification System 

§ 1045.1 Purpose and scope. 
This subpart establishes responsibil-

ities associated with this part, de-
scribes the Openness Advisory Panel, 
defines key terms, describes sanctions 
related to violation of the policies and 
procedures in this part, and describes 
how to submit suggestions or com-
plaints concerning the Restricted Data 
classification and declassification pro-
gram, and how to request procedural 
exceptions. 

§ 1045.2 Applicability. 
This subpart applies to— 
(a) Any person with authorized ac-

cess to RD or FRD; 
(b) Any agency with access to RD or 

FRD; and 
(c) Any person who might generate 

information determined to be RD or 
FRD. 

§ 1045.3 Definitions. 
As used in this part: 
Agency means any ‘‘Executive Agen-

cy’’ as defined in 5 U.S.C. 105; any 
‘‘Military Department’’ as defined in 5 
U.S.C. 102; and any other entity within 
the executive branch that comes into 
possession of RD or FRD information 
or documents. 

Atomic Energy Act means the Atomic 
Energy Act of 1954, as amended (42 
U.S.C. 2011 et seq.). 

Authorized Holder means a person 
with the appropriate security clearance 
required to have access to classified in-
formation and the need to know the in-
formation in the performance of Gov-
ernment-approved activities. 

Automatic Declassification means the 
declassification of information or docu-
ments based solely upon: 

(1) The occurrence of a specific date 
or event as determined by the classi-
fier; or 

(2) The expiration of a maximum 
time frame for duration of classifica-
tion established under Executive Order 
12958. 

Chief Health, Safety and Security offi-
cer means the Department of Energy 
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